
Digital Transformation Technology Application Development & Maintenance (ADM)A Mentis Case Study

Learn how a Vulnerability Management Solution Provider 
increased visibility, enhanced agility and improved quality 
from Penetration Testing as a service from Mentis.

The client is a leading provider of SaaS based security suite of 
vulnerability management solutions

that enable businesses to quickly deploy an application vulnerability management program 

helping an organization’s web applications to be secure, accurate and automated scanning 

management.

About Our Client

Business Need

The client wanted a vendor with strong Software Engineering 
background in Cybersecurity

to maintain & operate (M&O) their product to deliver comprehensive coverage, continual visibility, risk-

based assessment, and integral remediation of vulnerabilities and misconfigurations. 



Business Solution

Business Benefits

Tools & Technologies

High visibility: Easily identify third-

party components in your code


Improved quality: Ensure code 

consistency and quality over time and 

take appropriate corrective actions


Accurate detection: Discover potential 

licensing and security issues in third 

party libraries


Enhanced agility: Safely leverage 

open-source and third-party 

components in applications for 

accelerated time-to-market



Mentis was selected to maintain, update and test 
(M&O) their SaaS product to provide the continuous 
assessment and customized configurations for:

Scheduling scans

Accurate vulnerability scanning

Smooth deployment

Safety for proven production safety

An intuitive interface and dashboard for out of box deployment of the solution

Golang, Python, ReactJS, Perl, Ruby on Rails, Bootstrap, 
Salesforce, GitHub, PostgreSQL, Linux, and JIRA.


